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A recent report noted that ninety-seven per cent of UN member states currently have an official Twitter presence.[[1]](#footnote-1) The report also highlighted the proliferation of Twitter accounts of Heads of State, including those that blur the ‘state’ and ‘personal’ divide. For example, the number of followers of the handle @realDonaldTrump has more than doubled in size since the US President took office in January 2017,[[2]](#footnote-2) while the number of people following the French President’s Twitter account, @EmmanuelMacron, has tripled since his election in May 2017.[[3]](#footnote-3)

This editorial provides some initial thoughts on the implications of this increased use of Twitter by states (and, in particular, Heads of State) for the *jus ad bellum*. Its main focus, in section 1, which takes up the bulk of the editorial, is on the question of whether a tweet by a Head of State could constitute a violation of the prohibition of the threat of force in Article 2(4) of the United Nations (UN) Charter. In addition, though, section 2 briefly considers other possible *ad bellum* implications of the rise of Twitter as a means of state-level communication.

**1. Twitter and the threat of force**

Recent escalations in the Persian Gulf, tensions in the South China Sea, and Turkey’s belligerent behaviour in Syria invite a timely re-appraisal of threats of force in international law.[[4]](#footnote-4) However, rather than simply revisiting the well-trodden corpus of literature on threats of force (including the present author’s own work on this subject) this editorial seeks to begin debate as to whether, and, if so, to what extent, threats of force via the medium of Twitter oblige an ‘iOS/Windows update’ to the interpretation of Article 2(4).[[5]](#footnote-5) More specifically, were a particular tweet to originate from, let us say, the personal account of a Head of State, would that necessarily violate or trigger a breach of Article 2(4)? Does Article 2(4) require that the threat originates from an official account of a Head of State? Equally, does one simply dismiss the ‘payload’/delivery system of the threat as being largely irrelevant – whether the threat is delivered by carrier pigeon or tweeted, does this simply fall within Romana Sadurska’s traditional categorisation of a verbal/written ultimata?[[6]](#footnote-6) Ancillary as to whether a threat originating from the personal Head of State can amount to a violation of Article 2(4) is whether such a threat should be taken seriously from a strategic perspective.

Threats of force to this day remain a relatively undefined concept under international law despite their explicit prohibition articulated in Article 2(4) of the UN Charter.[[7]](#footnote-7) One might temper this view, and note that while state practice still typically favours the ‘referencing’ of the prohibition of an *actual use of force* compared to a *threatened use of force*, the latter seems to be slowly gaining some momentum in terms of awareness.[[8]](#footnote-8) Overwhelmingly, though, instances of when a threat of force (a prima facie unlawful action under Article 2(4)) are actually ‘referenced’ by states remain secondary to actual uses of force.[[9]](#footnote-9)

Compared to its loftier counterpart (the prohibition against the actual use of force) the ‘fault lines’ delineating what constitutes a threat of force continue to remain relatively nebulous.[[10]](#footnote-10) Disagreement between commenters typically surfaces in relation to threat categorisation[[11]](#footnote-11) or threat perception,[[12]](#footnote-12) but most accept that threats are not confined to something said, but also can include something done – indeed ‘actions may well speak louder than words’.[[13]](#footnote-13)

The natural starting point for any foray into threats of force is to recall the categorical prohibition of a threat of force as set out in Article 2(4) of the UN Charter.[[14]](#footnote-14) Article 2(4) underlines that:

All Members shall refrain in their international relations from the threat or use of force against the territorial integrity or political independence of any state, or in any other manner inconsistent with the purposes of the United Nations.

The prohibition has also been restated in a variety of soft law declarations, such as the *1970 Declaration on the Principles of International Law Concerning Friendly Relations and Cooperation Among States*[[15]](#footnote-15) and the *1987 Declaration on the Enhancement of the Effectiveness of the Principle of Refraining from the Threat or Use of Force in International Relations*.[[16]](#footnote-16) None of the soft law instruments go beyond a simple restatement of the prohibition contained in Article 2(4), and neither they, nor Article 2(4), provide sufficient clarity as to when a threat of force is lawful or unlawful.

The current test for determining the lawfulness of a threat of force remains the one espoused by the ICJ in its seminal *Nuclear Weapons* advisory opinion.[[17]](#footnote-17) As most readers will recall, the *Nuclear Weapons* advisory opinion considered the lawfulness of both the threat and use of nuclear weapons under international law.[[18]](#footnote-18) Here, the ICJ concluded that the threat of force is unlawful if the force threatened would violate Article 2(4).[[19]](#footnote-19) Essentially, the ICJ posed a retroactive test to the following hypothetical and the contextual coupling of a threat of force to actual use of force.[[20]](#footnote-20) *If* the threat of force were carried out (in other words actual force, and not threatened force) would that actual force be lawful? If yes, that would legitimise the prior threat. If not (i.e. if actual force would be deemed unlawful), then so would the threat that preceded it. Ultimately, this conceivably allows for just two possibilities of a lawful threat of force. The threat would have to fall within one of the two accepted exceptions to Article 2(4): a threat of enforcement pursuant to Article 42 of the UN Security Council’s Chapter VII powers, or a threat of self-defence.[[21]](#footnote-21) In sum lawful force may be threatened, but as with the use of force, the ‘default’ position is that all threats of force are prima facie unlawful.[[22]](#footnote-22)

As noted, there is a gentle differing of academic opinion within the literature as to the specific typology of threats (and, indeed, different categories of threats apparent in state practice).[[23]](#footnote-23) However, most differences are reconciled to the extent that threats of force may take on different guises (something said, as well as something done), albeit the archetypal threat remains a coded warning/ultimatum – i.e. ‘comply or else’.[[24]](#footnote-24) Until now, the scholarship has not yet envisaged the ‘iOS/Windows update’ by seeking to transition the existing Charter tapestry to the Twitter medium, and assess the conceptual, or indeed real possibility, of a threat of force via tweet.

Perhaps the obvious starting point for this discussion is to hone in on the *locus classicus* of arguable threatened force in recent times,[[25]](#footnote-25) President Donald J Trump’s infamous remark of 3 January 2018:

North Korean Leader Kim Jong Un just stated that the “Nuclear Button is on his desk at all times.” Will someone from his depleted and food starved regime please inform him that I too have a Nuclear Button, but it is a much bigger & more powerful one than his, and my Button works![[26]](#footnote-26)

By way of ‘anticipatory caveat’, it is not the purpose of this editorial to dissect each and every tweet. Rather, it is to begin the academic dialogue by highlighting the broader issue as to whether such tweets from a Head of State account could indeed violate Article 2(4) of the UN Charter. One could readily conclude that such threats of force typically fall within the classic typology of verbal/written ultima, albeit via a new medium.[[27]](#footnote-27) And, once the typology has been identified, it is simply a case of ‘running the tweet’ through the present test set out by the ICJ in the *Nuclear Weapons* advisory opinion.

Were one to pursue that trajectory, one could potentially take the view that the tweet itself may well violate Article 2(4) but could possibly be justified as a form of threatened self-defence.[[28]](#footnote-28) In regard to the particular tweet in question, of 3 January 2018, President Trump could claim that his threat was one of self-defence, in that he essentially appears to have said ‘your weapons pose no threat?’ Clearly, for that argument to succeed on the legal front, all of the requirements for self-defence would need satisfying.[[29]](#footnote-29) One would also note that a state cannot act in self-defence against an act of self-defence: if one state has legitimately invoked its inherent right of self-defence the other state cannot then claim on the same basis.[[30]](#footnote-30)

However, perhaps the most useful starting point is to ascertain the ‘status’ of the Twitter account itself. If a tweet were to originate from a ‘personal’ account as opposed to a ‘state’ account, it is difficult to see how it would constitute a potential violation of Article 2(4); individual threats of force from a private actor will not to trigger a violation of Article 2(4).[[31]](#footnote-31) With regards to the current POTUS, and the ‘legal status’ of his tweets, difficulties present in terms of ascertaining the status of the account from which the President issues his tweets. The recent decision of the United States Court of Appeals for the Second Circuit perhaps sheds some much-needed light on this matter.[[32]](#footnote-32)

The July 2019 appeal hearing of *Knight First Amendment Institute, et al v. Donald J. Trump, et al* concerned the blocking of social media users from interacting with the Twitter account of President Trump, on the basis that those users expressed views to the President’s disliking.[[33]](#footnote-33) Such action was viewed by the Plaintiffs as a breach of their First Amendment rights.[[34]](#footnote-34)

As part of the appeal, the Court considered the status of the POTUS’ Twitter account. The Court notes on page 6 of its judgment that President Trump established his account back in March 2009, with the handle @realDonaldTrump, and that both prior to coming into office or on the point of departure, that account is indeed a private one.[[35]](#footnote-35) However, the Court concluded ‘that the factors pointing to the public, non‐private nature of the Account and its interactive features are overwhelming.’[[36]](#footnote-36) The Court went on to note that, since his inauguration in January 2017, the Twitter account, has, to all intents and purposes, taken on the semblance of an official rather than a private account.[[37]](#footnote-37) As such, it is therefore fully conceivable that the contretemps as to who possessed the biggest nuclear arsenal could certainly enter the realm of Article 2(4) for assessing the lawfulness of that particular threat. The tweet is from one Head of State to another, and the nature of the tweet is, of itself, of a minatory nature – albeit President Trump could seek to argue that it amounted to an anticipatory threat of self-defence against the North Korean regime.

Because such action takes place within the cyber sphere, it might be equally prudent to assess whether the 5th dimension offers any peculiarities when it comes to threats of force. The actual use of force in the cyber realm, and particularly whether a cyber operation/action amounts to a breach of Article 2(4), has, quite rightly, received considerable attention in recent years.[[38]](#footnote-38) Without overly revisiting the commentary, the main fault lines within the literature on the cyber realm (as to whether a cyber operation may trigger a breach of Article 2(4)) centre on the modality of attack vs the consequences suffered.[[39]](#footnote-39) Some, such as Sklerov, instead proffer a strict liability approach for all breaches of computer network infrastructures.[[40]](#footnote-40) If one adopts and transposes the ‘consequence-suffered’ type approach – which would be the more natural fit – it would make little difference whether the act of violation (in this case, threat of force) occurred within the cyber realm or not.

Equally, this author remains convinced that a full assessment of a threat of force cannot be undertaken without reference to strategic considerations.[[41]](#footnote-41) Strategic considerations help navigate the distinction between an empty threat (which may well violate Article 2(4) but is ‘tolerated’) and, a threat that is all too ‘real’.[[42]](#footnote-42) Unless the ‘threatening state’ is militarily capable, committed, credible and has communicated the threat (by whatever means), the threat may well violate the letter of Article 2(4) but remains entirely innocuous.[[43]](#footnote-43) If the threatening state is militarily capable of carrying out its threat, however, meaning that the threat is intolerable in the eyes of the international community,[[44]](#footnote-44) then the threat itself must be seen as unlawful under Article 2(4). The same analysis would naturally extend to the Twitter realm.

Finally, taking the discussion in this section further invites some consideration as to the status of ‘retweets’. Retweets, potentially, could constitute an act of the state, and, thus, like a ‘regular’ tweet, could violate the prohibition on the threat of force. However, the potential for this to occur would be with the proviso that the retweeting state is expressing its own view – one would need to factor in the usual disclaimers that retweets do not equate to endorsements.[[45]](#footnote-45)

**2. Other implications for the *jus ad bellum***

Moving beyond the question of whether a tweet could amount to an unlawful threat of force, this section provides some initial thoughts regarding other possible implications of the state-level use of Twitter for the *jus ad bellum*.

First, it may be noted that the logic in *Knight* – i.e., that tweets by Donald Trump constitute ‘official statements’ of the US – may leave open the possibility that tweets and/or retweets could not only engage international law standards (such as potentially amounting to a violation of the prohibition of the threat of force) but could even factor into the process of the *development* of those standards. In time – assuming the *Knight* logic is applied to tweets by other nations’ Heads of State – it may possible that a tweet may evidence state practice or *opinio juris*, or constitute a means of expressing objection for the purposes of establishing a persistent objector claim. In other words, ‘official’ tweets have at least the potential to effect customary international law development or its application. Of course, this possibility could have implications across all sub-areas of international law, but that would notably include the rules of the *jus ad bellum* (where, of course, customary international law plays a big role).[[46]](#footnote-46)

An area that is more specific to the *jus ad bellum* where the ‘Twitter effect’ may also present itself is in relation to collective self-defence. In terms of the requirements for the lawful invocation of collective self-defence, while some commentators are less persuaded by the idea that the state need necessarily declare itself as the victim of an armed attack,[[47]](#footnote-47) a request for assistance – which undeniably *is* a requirement for lawful collective self-defence[[48]](#footnote-48) – could be made via social media. Clearly, and evidently, one would need to ensure that the request came from the verified account of a Head of State, but, providing the text is sufficiently clear (a benefit of the Twitter character-count limit, perhaps), a collective call to arms via Article 51 of the UN Charter or the invocation of Article V of the Washington Treaty is another possible way in which Twitter could play a role.[[49]](#footnote-49)

A state’s reporting obligation under Article 51 (or indeed Article V of the Washington Treaty for that matter) would not seemingly preclude that this takes place via Twitter. The requirement is that measures ‘shall be immediately reported to the Security Council’ – there is no prescription as to form.[[50]](#footnote-50) Providing, therefore, that the tweet is directly addressed to the UN Security Council, reporting (although highly unlikely) could be possible via this medium. In practical terms, this option is perhaps problematic given that the UNSC does not currently have its own Twitter handle (although @UN – the general UN account – may provide a route to the Council via the platform).[[51]](#footnote-51) Ultimately, although technically possible, Twitter would seem an unlikely avenue for a state to seek to comply with the self-defence reporting obligation.[[52]](#footnote-52)

\*\*\*

In conclusion, the type of 21st Century ‘social media diplomacy’ briefly highlighted in this editorial – and its implications for the *jus ad bellum* (as well as, of course, other areas of international law) – is in need of greater scrutiny, and dialogue on the issue by both lawyers and the international community alike is required.
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